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DEPARTMENT OF HOMELAND SECURITY 
NATIONAL INITIATIVE FOR CYBERSECURITY CAREERS AND STUDIES™ (NICCS)
TRAINING CATALOG COURSE FORM
Provider Name:
Provider Type Code:
Vendor ID
FOR OFFICIAL USE ONLY
**Indicates a pre-populated dropdown
Training Course
Course Name:
Course ID (Optional):
Catalog Number:
Course Location Name:
Course URL:
Course Description:
Prerequisite Description:
Proficiency Level**:
Training Purposes**:
Audience**:
National Cyber Security Workforce Framework Role**:
Learning Objectives:
Delivery Method(s)
Select up to (3) Delivery Methods between Online Self-Paced, Online Instructor-Led, or Classroom
Specialty Area 3**:
Specialty Area 2**:
Specialty Area 1**:
Specialty Area
If the course is introductory or foundational (Proficiency Levels 0 or 1), you can choose up to three (3) Specialty Areas. 
If the course is proficiency level 2-4, you can choose one (1) Specialty Area.
Delivery Methods (1)**:
Delivery Methods (2)**:
Delivery Methods (3)**:
Location
Location Name:
Address 2:
Address 1:
Address 1:
City:
State:
Postal Code:
City:
Postal Code:
State:
Address 2:
Provider Name:
Provider and Course Information Section
Provider Name
Provider Type Code 
Course Name
Course ID (Optional)
Catalog Number
Course URL
Course Description 
Prerequisite Description 
Proficiency Level
The NICCS Cybersecurity Training Catalog is a central repository of national cybersecurity training providers and training courses. Your submissions will help us build a robust listing of available cybersecurity courses. Using the directions below, please complete the form on the next tab, and then submit the form to NICCS@hq.dhs.gov. 
Each tab contains multiple data cells. Please fill out those applicable to your training. Directions for each tab are below. All tabs must be filled out in order to be considered for inclusion in the Training Catalog.
Select the training proficiency level this course is intended to support.  
Proficiency Level 0 'No Proficiency': This training is intended for someone with insufficient knowledge, skill, or ability level necessary for use in simple or routine work situations. Knowledge, skill, or ability level provided would be similar to the knowledge of a layperson. Considered “no proficiency” for purposes of accomplishing specialized, or technical, work. 
Proficiency Level 1 'Basic': This training is intended for individuals who need the basic knowledge, skills, or abilities necessary for use and the application in simple work situations with specific instructions and/or guidance. 
Proficiency Level 2 'Intermediate': This training is intended for individuals who need intermediate knowledge, skills, or abilities for independent use and application in straightforward, routine work situations with limited need for direction. 
Proficiency Level 3 'Advanced': This training is intended for individuals who need advanced knowledge, skills, or abilities for independent use and application in complex or novel work situations.
Proficiency Level 4 "Expert': This training is intended for individuals who need expert knowledge, skills, or abilities for independent use and application in highly complex, difficult, or ambiguous work situations, or the trainee is an acknowledged authority, advisor, or key resource.
Enter the training URL. This should be the location at which an individual can register for the course (200 character limit). 
Enter the course name (200 character limit). 
Enter a brief description of the training (2500 character limit). 
Enter the training catalog number for the course (50 character limit).
Enter the training provider type, to include: Academic Institution, Government Organization, Military School House, or Vendor. 
Enter the name of the Training Provider (100 character limit).
Enter any required prerequisites. Examples are required courses, requisite knowledge, certifications, etc. (2000 character limit).
Unless otherwise noted, all fields are required.
Enter the provider's course ID. This is optional.
DEPARTMENT OF HOMELAND SECURITY 
NATIONAL INITIATIVE FOR CYBERSECURITY CAREERS AND STUDIES™ (NICCS)
TRAINING CATALOG COURSE FORM
Training Purpose 
Audience
Learning Objectives  
Delivery Method 
Workforce  Framework Role
Specialty Area Name 
Select the National Cybersecurity Workforce Framework Role that best fits the content taught in this course. Definitions of each Role are in the National Cybersecurity Workforce Framework located here http://niccs.us-cert.gov/training/tc/framework.
Select the National Cybersecurity Workforce Framework Specialty Area that best fits the content taught in this course. Definitions of each Specialty Area are in the National Cybersecurity Workforce Framework located here http://niccs.us-cert.gov/training/tc/framework. If the course is introductory or foundational (Proficiency Levels 0 or 1), you can choose up to three (3) Specialty Areas. If the course is proficiency level 2-4, you can choose one (1) Specialty Area.
Select the course delivery method. Select between Online Self-Paced, Online Instructor-Led, or Classroom.
Enter the course learning objectives, to include basic syllabus information. Objectives should be stated in bullet format, with each bullet starting with a verb. (2500 character limit).
Select the intended audience for the training. Select between All, General Public, Federal Employee, Academia or Contractor.
Select the training purpose: skill development, functional development, and management development.
Provider and Course Information Section (Continued)
Location
Form Data
Provider Name
Address 1 
Address 2
City
State
Postal Code 
Location Name  
Address 1 
Address 2
City 
State
Postal Code 
Office
Enter the name of the Training Provider (100 character limit).
Enter the zip code the provider is located in (10 character limit).
Enter the street number and name where the provider is located (65 character limit).
Enter any additional information such as Suite number where the provider is located (65 character limit).
Enter the city the provider is located in (45 character limit).
Enter the two-letter abbreviation of the state where the provider is located (2 character limit).
Enter any additional information such as Suite number where the training is located (65 character limit).
Enter a short description of the location (campus, office, community center, etc.). NOTE: Location Name here will also be used to label the location of courses on the previous tab, "Provider & Course Information"
Enter the city the course is located in (45 character limit).
Enter the two-letter abbreviation of the state where the course is located (2 character limit).
Enter the zip code the course is located in (10 character limit).
Department of Homeland Security (DHS) - Cybersecurity Education and Awareness (CE&A) Branch.
OMB Control Number
1601-0016
Expiration Date
4/30/2015
DHS Form Number
TBD
Disclosure
Paperwork Reduction Act
Privacy Statement
Providing this information is voluntary, however failure to provide this information will prevent DHS from processing your request.
The public reporting burden to complete this information collection is estimated at 1 hour per response, including the time for reviewing instructions, searching existing data sources, gathering and maintaining the data needed, and the completing and reviewing the collected information. This collection of information is voluntary. An agency may not conduct or sponsor, and a person is not required to respond to a collection of information unless it displays a currently valid OMB control number and expiration date. Send comments regarding this burden estimate or any other aspect of this collection of information, including suggestions for reducing this burden to DHS/NPPD/CS&C, NICCS@hq.dhs.gov, ATTN: PRA [1601-0016].
Authority: 5 U.S.C. §301 and 44 U.S.C. §3101 authorizes the collection of this information. Purpose: The purpose for the collection of this information is to submit cybersecurity training providers courses with the Department of Homeland Security(DHS) for inclusion in the National Initiative for Cybersecurity Careers and Studies(NICCS), Cybersecurity Education and Training Catalog. Routine Uses: The Information collected may be disclosed as generally permittes under 5 U.S.C. §552a(b) of the Privacy Act of 1974, as amended. This includes using the information as necessary and authorized by the routine uses published in DHS/ALL-002-Department of Homeland Security (DHS) Mailing and Other Lists Systems November 25, 2008 73 FR 71659.
Enter the street number and name where the training is located (65 character limit).
Enter a short description of the location (campus, office, community center, etc.). NOTE: Location Name here will come from the specific locations named on the "Location Tab"
Course Location Name
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